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(b) The combatant commander re-
sponsible for the area where the deten-
tion or interrogation facility is located 
will arrange for the training and a 
training receipt document to be pro-
vided to contractor personnel. For in-
formation on combatant commander 
geographic areas of responsibility and 
point of contact information for each 
command, see PGI 237.171–3(b). 

[71 FR 53048, Sept. 8, 2006] 

237.171–4 Contract clause. 

Use the clause at 252.237–7019, Train-
ing for Contractor Personnel Inter-
acting with Detainees, in in solicita-
tions and contracts, including solicita-
tions and contracts using FAR part 12 
procedures for the acquisition of com-
mercial items, that are for the acquisi-
tion of services if— 

(a) The clause at 252.225–7040, Con-
tractor Personnel Supporting U.S. 
Armed Forces Deployed Outside the 
United States, is included in the solici-
tation or contract; or 

(b) The services will be performed at 
a facility holding detainees, and con-
tractor personnel in the course of their 
duties may be expected to interact 
with the detainees. 

[70 FR 52033, Sept. 1, 2005, as amended at 78 
FR 37989, June 25, 2013; 79 FR 30471, May 28, 
2014] 

237.172 Service Contracts Surveil-
lance. 

Ensure that quality assurance sur-
veillance plans are prepared in con-
junction with the preparation of the 
statement of work or statement of ob-
jectives for solicitations and contracts 
for services. These plans should be tai-
lored to address the performance risks 
inherent in the specific contract type 
and the work effort addressed by the 
contract. (See FAR Subpart 46.4.) Re-
tain quality assurance surveillance 
plans in the official contract file. See 
https://sam.dau.mil, Step Four—Require-
ments Definition, for examples of qual-
ity assurance surveillance plans. 

[75 FR 22706, Apr. 30, 2010] 

237.173 Prohibition on interrogation 
of detainees by contractor per-
sonnel. 

237.173–1 Scope. 

This section prescribes policies that 
prohibit interrogation of detainees by 
contractor personnel, as required by 
section 1038 of the Fiscal Year 2010 Na-
tional Defense Authorization Act (Pub. 
L. 111–84). 

[75 FR 67633, Nov. 3, 2010] 

237.173–2 Definitions. 

As used in this subpart— 
Detainee means any person captured, 

detained, held, or otherwise under the 
effective control of DoD personnel 
(military or civilian) in connection 
with hostilities. This includes, but is 
not limited to, enemy prisoners of war, 
civilian internees, and retained per-
sonnel. This does not include DoD per-
sonnel or DoD contractor personnel 
being held for law enforcement pur-
poses. 

Interrogation of detainees means a sys-
tematic process of formally and offi-
cially questioning a detainee for the 
purpose of obtaining reliable informa-
tion to satisfy foreign intelligence col-
lection requirements. 

[75 FR 67633, Nov. 3, 2010] 

237.173–3 Policy. 

(a) No detainee may be interrogated 
by contractor personnel. 

(b) Contractor personnel with proper 
training and security clearances may 
be used as linguists, interpreters, re-
port writers, information technology 
technicians, and other employees fill-
ing ancillary positions, including as 
trainers of and advisors to interroga-
tors, in interrogations of detainees if— 

(1) Such personnel are subject to the 
same laws, rules, procedures, and poli-
cies (including DoD Instruction 1100.22, 
Policy and Procedures for Determining 
Workforce Mix (http://www.dtic.mil/whs/ 
directives/corres/pdf/110022p.pdf); DoD Di-
rective 2310.01E, The Department of De-
fense Detainee Program (http:// 
www.dtic.mil/whs/directives/corres/pdf/ 
231001p.pdf); and DoD Directive 3115.09, 

VerDate Sep<11>2014 14:20 Jan 28, 2015 Jkt 232214 PO 00000 Frm 00311 Fmt 8010 Sfmt 8010 Y:\SGML\232214.XXX 232214rm
aj

et
te

 o
n 

D
S

K
2V

P
T

V
N

1P
R

O
D

 w
ith

 C
F

R


		Superintendent of Documents
	2015-02-11T09:51:10-0500
	US GPO, Washington, DC 20401
	Superintendent of Documents
	GPO attests that this document has not been altered since it was disseminated by GPO




